
 

THREAT Code of Conduct 

The THREAT events are meant to be fully interactive and participatory. We encourage all 

participants to engage with each other in a professional manner that is consistent with societal 

norms and standards. The event organisers will not tolerate discriminatory behaviour in any 

respect. While we expect disagreements in professional dialogues, these should be conducted 

in a manner befitting the THREAT events.  

At all times we will strive to provide a safe environment, free from discrimination and 

harassment of any type. By participating in this event, you agree to be bound by these 

principles. If you feel that your personal rights have been violated in any way, please contact 

any of the organisers who will strive to assist you. Anyone found to be transgressing the norms 

of acceptable behaviour may be asked to leave the conference without the expectation of a 

refund, or recompense of any sort. If appropriate, further action may be taken.  

THREAT Data Sharing   

Any event of this magnitude requires the participation of sponsors for its success. We will share 

your registration information with the event sponsor(s). The use of your PII is governed 
by the sponsors policies.  Should you specifically require that you data not be shared, 
please inform us and we will not do so and specifically request that our sponsors remove 
your data (obtained through our event) from their databases.  

It is also important to note that there will be recording equipment at the THREAT events and 

that your photograph and/or video recordings of your presence at the event may be collected 

and may be live streamed through online social media and other technologies.  

Summaries of presentations and discussions will be made available on the THREAT website 

for the public. All presentations will recorded and will be placed on the THREAT YouTube 

channel for public consumption.  

 

 


